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Free plan

Your SSL/TLS encryption mode is Full (strict)
This setting was last changed a few seconds ago

O ot (not secure) @
No encryption applied

O Flexible
Encrypts traffic between the browser and Cloudflare

O Fut
Encrypts end-to-end, using a self signed certificate on the
server

®  Full (strict)
Encrypts end-to-end, but requires a trusted CA or Cloudflare
Origin CA certificate on the server

Learn more about End-to-end encryption with Cloudflare.

Create a Configuration Rule to customize these settings by hostname.

APIY Help»

Support ¥



